Hello everyone,

As part of our IT security training, we have decided to conduct simulated phishing campaigns in collaboration with CyberPilot, a Danish IT security company, which we also collaborate with for our awareness training.

This means that we will begin running simulated phishing campaigns, which can be sent at any time to all employees.

The purpose of the phishing training is to evaluate our ability to react in these situations and find out where we can improve.


We will measure the following:
· How many people open the phishing emails
· How many people click on the link
· How many people submit data 
We do NOT collect passwords, so if you do submit data, no damage is done. The purpose of the training is not to single anyone out, but to make us all aware of how to detect phishing emails and how to deal with them in the event of a real phishing attack.

We hope that you will see it as a fun exercise that can give you insight into what different phishing attacks look like and how to detect them.

If you have any questions about the phishing training, please contact XXXXXXX.

We look forward to seeing how we do. And remember that we’re only doing this to become even better together.
